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Aim of this publication

This manual is aimed at the installer of video entryphone systems, for remote access to calls from
an outdoor position. The aim is to explain the system configuration procedures with the specific video
entryphone configurator.
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Glossary

Useful terms:

[OT CONFIGURATOR: Portal for configuring the domotic system and its devices, and creating
an interface between the domotic system and other ones so they can
communicate and work together

2N CONFIGURATOR: Portal made available by the company "2N" for the configuration of its
outdoor positions (intercom)

SIP NUMBER: Reference address of the user accounts inserted in a SIP network

SIP: Session Initiation Protocol. This is a VolP communication service

containing the processing characteristics and functions of the calls of a
telephone network

SIP SERVER: Handles the SIP calls in a network, managing the requests from a user
account and terminating the communication
VoIP: Voice over IP. Technology making it possible to have a conversation

similar to that via telephone, but using an Internet connection or any
other telecommunications network dedicated to packet switching based
on the IP protocol without a data transmission connection

Prerequisites

This manual explains the procedure for configuring video entryphone systems with a cloud SIP
server, to enable remote access to calls from outdoor positions. The installer must have a user
account that permits access to the 10T configurator supplied by Gewiss:
https://iotconfig.gewiss.cloud.

Remote access to calls is made possible by establishing a connection with Gewiss' cloud SIP server.
For this to happen, the video entryphone systems must be based on one of these two structures:

Architecture 1A: Remote access to calls via a video entryphone connected to the condominium
Internet network and local calls via direct SIP

Architecture 1B: Remote access to calls via a video entryphone connected to the condominium
Internet network and local calls managed by the local SIP server

This manual explains how to enable remote access to calls for the first type of architecture.
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e Architecture 1. The system has two different SIP connections, one primary and local, the
second allowing a connection between the outdoor position and the cloud SIP server. The
primary connection may be of the direct type or with a local SIP server. The video entryphone
network must have an Internet connection.

ARCHITECTURE 1: CASE A ARCHITECTURE 1: CASE B
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NB: to ensure that remote calls work correctly, the enabling of consent must always be guaranteed,
even in the advanced sections of your device

NB: once the system has been installed and connected to the cloud SIP server, calls from the
intercom will be redirected to the associated mobile devices. A notification will appear on these
devices, permitting these calls to be received. This notification must not be deactivated in any way,
otherwise the remote access service will not work.
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Architecture 1: Video entryphone system with Internet connection

Creating the system on the video entryphone configurator

e Connect to the 10T portal website (https://iotconfig.gewiss.cloud) and log in
o Click on @ next to the item “PLANTS’

GEWiS5 GEWISS 0T CONFIGURATOR Manage your 0T devices € English v @

Good afternoon
] a ¥

LB\

App quaht(’\ L A

App quality C A
Demone

FORLANI-TEST A
JURASSIC PARK Connected

My house Connected

e The “Installation Type” page will open
o Select the “Video Door Entry Plant” option

GEWiIS5 GEWISS 10T CONFIGURATOR Manage your 10T devices seEngish v (3)

Good afternoon
ot a v

Installation type

New Smart Gateway Plant | Video Door Entry Plant

o

GEWIS5 GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com

e The new page will have two boxes:
a. “Enter the name of the new plant”
b. “Or select the plant to which to associate the video door entry configuration”

In the first box, enter the name you want to give to the system you are creating. Then click
on “Create Plant”
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GEWiSS GEWISS IOT CONFIGURATOR Manage your loT devices xgEnglish v (@

Good afternoon
w01 a v
Enter the name of the new plant

New Plant Test 1|
Name

Or select the plant to which to associate the video door entry configuration

Plant Name My house v

GEWISS GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com

e The new page will confirm the creation of a new system

GEWiS5 GEWISS IOT CONFIGURATOR Manage your |oT devices. £ English v @,

Good aternoon
ot a v

New Installation Correctly Created

Installation List

GEWISS GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com

e Click on “Installation List” to return to the first page. The list will now include the newly
created system
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GEWIS5 GEWISS IOT CONFIGURATOR Manage your IoT devices 2% English (':_E)

Good afternoon
1ot F- v

PLANTS ®
App quality A A
App quality C A
Demaone AL
FORLANI-TEST A
JURASSIC PARK A
My house Connected
Test 1 Video door entry system

e Clickon ® on the right-hand side of the screen (next to the line of the new system) to access
the “Details” page. You can see that the system is not associated with any Smart Gateway

GEWiS5 GEWISS IOT CONFIGURATOR Marnage your loT devices H€English v (3)

& Coxdmomig

o1

PLANTS ®

App quality A A

App quality C A

Demone A

FORLANI-TEST A

JURASSIC PARK Connected

My house Connected

Test 1 Videa door entry system >

s.cloud/HappyHome20Portal/SetPlantfromDeviceld.do?miud2.icp34-

page 9



GEWiS5 GEWISS |0T CONFIGURATOR Manage your loT devices e English + @

a Goodmoming

ot

Google

Wap data ©2021 | Terma of Use

DETAILS
Creation time: 3/2/21 9:27.07 AM
Latitude:

Longitude:

12} SMART GATEWAY App

= VolP Video Entry Door = R installer

No video intercom device configured

1} RESTART App

12} ThermolCE App =

GEWIES  GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com
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e Click on next to “VolP Video Entry Door”

GEWIS5 GEWISS 10T CONFIGURATOR Manage your 0T devices 2% English «

Good moming
o1 2

Google

Map data 82021  Terms of Use
DETAILS
Creation time: 3/2/21 9:27:07 AM
Latitude:
Longitude:
12 SMART GATEWAY App
& VolIP Video Entry Door () = AR installer
No videa intercom device configured V\k\\
[ p—
1} RESTART App L

12 ThermolCE App

o A warning will appear on the screen. Click on “Confirm”

WARNING: by modifying the configuration, the
correct operation of the automations could be
compromised. Continue?

Confirm
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e You have now accessed the video entryphone configurator for the video entryphone part:
There are four video entryphone configurator pages for this part:

a) A page showing the system configuration details. The name of this page corresponds to
the name given to the system you are configuring

GEWiS5 GEWISS 10T CONFIGURATOR Manage your foT devices 3<englsh v ()

Good morni
01 : A

Plant Name: Test 1
M T Lastsave -

Cloud SIP Server Address hhsip.gewiss.cloud
SIP port of the SIP cloud server 40060

Is there a local SIP server in the plant?

Local SIP Server IP Address*
SIP port of the local SIP server

Authentication for registering the local SIP server to the cloud server

Password for registering the local SIP server to the cloud server

b) A “Roles and Users” page: the INSTALLER role is created by default. There are three types
of role that can be created:
[.  INSTALLER
II.  ADMINISTRATOR
. ENDUSER

The INSTALLER and ADMINISTRATOR are privileged users who can alter the system
configuration settings. The END USER, on the other hand, can only view the configuration
details but can't access them in write mode (he/she does not have the privileges needed
to modify them)

GEWiS5 GEWISS 10T CONFIGURATOR Manage your IoT devices scengish v ()

£ @

& Test1
User list + 8

User account Associated role

name.surname@email.com Installer

& End User
2 Devices

& Groups
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Adding or deleting users

There are two ways of adding users:

% End User

Click with the right-hand mouse key on “Roles and Users” or “End Users”. A window will
appear, with the message “+ Add end user”. Click on it to open another window - “Create
End User” - where you must enter the email address of the user to be added. You can then
select which groups (when created) the new user can access and define the access level
itself (Full or Only intercom):

/7

¢ Full: the user can not only make intercom calls but can also associate new physical
devices (touch panels, smartphones, tablets) with the systems and alter the settings
of those already associated

% Only intercom: the user can only make intercom calls; he/she cannot associate new
devices or alter the settings of those already associated

A user's access level can be changed at any time by selecting that user and clicking on * .

gEnglish «» (@)

Goodmoming

User list + 8

User account Associated role

(no associated g \\ name.surname@gmail.com Installer

GEWiSS GEWISS 10T CONFIGURATOR Mana,

Create End User

E-mail*

Associated role End user

Plant groups

Group

Access level*: | Full

+ Confirmation ® Cancel
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e Select “Roles and Users” or the sub-group “End Users”. Click on * on the right-hand side
of the screen. Click on it to open another window - “Create End User” - where you must enter
the email address of the user to be added. You can then select which groups (when created)
the new user can access and define the access level itself (Full or Only intercom)

€English v (@

Good moming

~
N )s
User list >+ 8
& Administrator ino associated group) User account Associated role
8 Installer (no associated group) name.sumame@ermail.com Installer

& End User

GEWiSS GEWISS 10T CONFIGURATOR Mariage your loT devices

Create End User

E-mail*

Assaciated role  End user

Plant groups

Group

Access level*: | Full
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User list
User account Associated role

& End User

2 Devices

& Groups

Attention: the system administrator cannot be deleted
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c) A“Devices” page: used to create devices like smartphones, tablets, outdoor positions, 7”
touchscreen panels for the system you are configuring

GEWiIS5 GEWISS 10T CONFIGURATOR Manage your 10T devices seEnglsh v (2)

& Gocdmoming

# Test
» % Roles and Users

Device Associated Groups

Adding or deleting devices
There are two ways of adding new devices:

o Select “Devices” in the left-hand column. Click on the same item with the left-hand mouse
key. A window will appear, with the message “+ Add device”. Click on it to open another
window - “New device” - where you must:

a. Give a name to the device you are associating
b. Select the type of device. The options are:

Outdoor station
Tablet/Smartphone
Other
Touch panel (GWA9007CB)

c. Enter the SIP number for registering with the cloud SIP server
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+ Add device Device Associated Groups

o groups found

English

Good moming

New Device

Name*:

Type:

SIP number for registration to cloud SIP Server*: [ Tablet/Smartphone
Other

Touch Panel (GWAS007CB)

® Cancel
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e Select “Devices” in the left-hand column. Click on * in the right-hand column. A window will
appear, with the message “Add device”. Click on it to open another window - “New device”
- where you must:
a. Give a name to the device you are associating
b. Select the type of device. The options are:

Outdoor station
Tablet/Smartphone
Other
Touch panel (GWA9007CB)

c. Enter the SIP number for registering with the cloud SIP server

sEnglsh v (7)

-~ Goodmoming

~
\>§i\§+ i
Add device

Associated Groups

2% English «

Good me

New Device

Name*:

Type: | Outdoor Station

Qutdoor Station
SIP number for registration to cloud SIP Server*:  [Tablet/Smartphone
Other
Touch Panel (GWAS007CB)

Ok ® Cancel
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A device associated with the system can be deleted by selecting it and then clicking on it with the

right-hand mouse key. A window will appear, with the message: “Delete device”. Click on it to delete
the device.

GEWiS5 GEWISS I0T CONFIGURATOR Manage your loT devices

3 English « (3)
= ; Goodmoming

W Test1

Name: Main door bell
¥ & Roles and Users

Association status with physical device: Not associated
¥ O Devices
a Type | Qutdoor Station v
] smart Phane 1 (no associated group)
SIP number for registration to cloud SIP Server 102

Delete device SIP port (used for both communication with local and cloud SIP servers)

Username for registration to the SIP cloud server 102_5013_a9fbb29a
Password for registering with the SIP cloud server  cNJF1roB

P address for SIP direct communication®

SIP number for SIP direct communication* 103

Buttons associated with the device +

Icon Description Type

Groups with which the device is associated +

d) A “Groups” page: used to create, group together and divide the devices associated with
the system you are configuring. In the same way, several users can be associated with a

single group but all with different access levels. END USERS cannot access the video
entryphone configurator.

GEWiSS GEWISS 10T CONFIGURATOR Manage your loT devices

< English ~ (j‘)

Good morminy
w0t F-3 ® v

A Testi
Group list ks
» @ Roles and Users
» O Devices Name

No. of Devices No. of Users
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Adding and deleting groups

New groups can be added by selecting the “Groups” item in the left-hand column. Click on the same
item with the right-hand mouse key. A window will appear, with the message: “+ Add group”. Click
on it to open another window - “Create group”. Here, you must:

a. Give a name to the group you are creating

b. Enter the SIP number

c. Select the devices that you want to associate with the group
d. Select the users that will be able to access the group

3% English

Good afternoon

Group list

Name No. of Devices No. of Users

o groups found

l

GEWISS 10T CONFIGURATOR Manage your loT devices

Create Group

Name*

SIP number® 6o

Plant devices
Device
Smart Phone 1

Main door bell

Users of the plant

User
name.surname@ermnail.com
marco.bianchi@alten.it

Access level for selected users:

Ok X Cancel

There are two ways of deleting a group:

o Go to the “Groups” page and select the group to be deleted. Click on it with the right-hand
mouse key. A window will appear, with the message: “Delete group”. Click on it to delete the

group.
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GEWS5 GEWISS 10T CONFIGURATOR Manage your loT devices x<Englsh v  (3)

Good afternoon
w0t a v

A Test1

Group Name: Home
» & Roles and Users
SIP number associated with the Group: 600

» © Devices
~ % Groups

List of users associated with the Group +

& Delete group
User account Group access level
name.surname@email.com Full

List of devices associated with the Group +
Device Local SIP server number Cloud SIP server number

[] Smart Phone 1 101 100

B Main door bell 103 102

o Click on the “Groups” item in the left-hand column. In the “Group list” paragraph on the right-
hand part of the screen, select the group you want to delete. Click on the rubbish bin symbol

at the top right to delete the selected group

GEWISS GEWISS 10T CONFIGURATOR Manage your loT devices H<English v (3)

ernoon

Group list

Name No. of Devices
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Creating devices in the new video entryphone system

1. Go to the “Devices” page. To create new devices in the system, proceed as follows:
2. Clickon @

GEWiS5 GEWISS 10T CONFIGURATOR Manage oT devices 3Engish v (3)

[ e Goodmoming

Device Associated Groups

3. The “New Device” window will open. In the first text box, “Name*”, enter the name to be given
to the device you are associating with the system. In the second box, “Type”, select the type
of device you are associating. Choose one of these options:

a. Outdoor station

b. Tablet/Smartphone

c. Other

d. Touch panel (GWA9007CB)
In the third box, “SIP number for registration to cloud SIP Server*”, enter a numerical value.
Take care to follow these rules:

e It must be a unique numerical value

e The first possible value is 100

e Upto 12 figures can be used

e Apart from the numbers from 0 to 9, you can also use # or *

The program will automatically suggest the first numerical value available. As more devices
are gradually associated with the system, the first available value will move further and further
away from the value "100".

NB: when creating a new device (barring the case where tablet/smartphone is selected), the
IP address must also be specified.
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Good moming

New Device

Name*:

Type: | Quidoor Station
Outdoor Station
SIP number for registration to cloud SIP Server*:  [Tablet/Smartphone
Other
Touch Panel (GWA9007CB)

x Cancel

4. Click on “OK”. The program will show the configuration details of the device you have just
associated with the system

Name: Smart Phone 1

_ Assaciation status with physical device: Not assaciated
Type | Tablet/Smartphone ~

[ wain door bell

_ SIP port (used for both communication with local and cloud SIP servers)

Username for registration to the SIP cloud server 100_5013_4bcdebdf

SIP number for registration to cloud SIP Server 100

Password for registering with the SIP cloud server 16pTuaws

IP address for SIP direct communication
SIP number for SIP direct communication | 101
Username for registration to the local SIP server

Password for registering with the local SIP server

Groups with which the device is associated + @

Name

5. Forthe item “SIP port (used for both communication with local and cloud SIP servers)”, enter:
40060 (value conventionally chosen)

6. Forthe item “SIP number for SIP direct communication”, define a value different from the one
set for cloud registration

7. Clickon ® to save the settings
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GEWISS GEWISS 10T CONFIGURATOR Manage your IoT devices. 3 English « @

@ Goodafternoon
o1 F- ~

A Test1 Name: Smart Phone 1

» @ Roles and Users
Association status with physical device: Not associated
~ O Devices

- SIP number for registration to cloud SIP Server 100
Main door bell

SIP port {used for both communication with local and cloud SIP servers) 40060
5 0 Ot pi 40060

Username for registration to the SIP cloud server 100_5013_4bcdeb9f
Password for registering with the SIP cloud server 16pTuaws

IP address for SIP direct communication

SIP number for SIP direct communication

01
Username for registration to the local SIP server

Password for registering with the local SIP server

Groups with which the device is associated +

Name

Adding a push-button to an outdoor position

If the device you are creating is an outdoor position (for the configuration of an outdoor position, refer
to the “Configuring an outdoor position” chapter), you can add one push-button or more to it (up to 5
for each outdoor position). Two types of push-button can be added: DTMF or HTTP.

After carrying out the steps explained in the previous section, up to point 4, the following page will
appear when the type of device selected is “Outdoor station”:

GEWiS5 GEWISS IOT CONFIGURATOR Manage your IoT devices €English v ()

Good aftermoon
ot 2 v

# Test1 Name: Main door bell

b % Rolesand U
o SN Association status with physical device: Not associated

¥ B Devices

= Type  Outdoor Station hd
_ smart Phone 1

SIP number for registration to cloud SIP Server 102

+ W armups SIP port (used for both communication with local and cloud SIP servers) 40060

Username for registration to the SIP cloud server 102_5013_a%fbb29a

Password for registering with the SIP cloud server cNJF1roB

IP address for SIP direct communication® |

SIP number for SIP direct communication® 103

Buttons associated with the device +

Icon Description Type

Groups with which the device is associated +

To add a push-button, click on * to the right of “Buttons associated with the device”.
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DTMF push-button:

The: “Create button” window will open

Name:
Association status with physical device:

Type
[} smartphone 1

Main door bell

SIP number for registration to cloud SIP Server

SIP port (used for both communication with local and cloud SIP servers)

Username for registration to the SIP cloud server
Password for registering with the SIP cloud server

IP address for SIP direct communication*

SIP number for SIP direct communication®

Buttons associated with the device

Ican Description

Groups with which the device is associated

Main door bell
Not associated
Qutdoor Station ~
102
40060
102_5013_ad9fbb29a

cNJFiroB

[

103

Type

R
'\w}ﬁ .

| Add buttan to device

+

GEWISS 10T CONFIGURATOR Manag

Create Button

Description®

Button Icon*

Button Type* DTMF

DTMF tone*

v Ok X Cancel

Here, you must indicate:

a. A description of the push-button

b. The type of icon to be associated with the push-button (Key / Light)

c. The type of push-button: DTMF

d. The DTMEF tone (refer to “Configuring a DTMF tone for opening the door” on page 45)

After filling in these fields, click on OK. The video entryphone configurator will return to the page
showing the outdoor position configuration data. The newly configured push-button will appear under

the item “Buttons associated with the device”.
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a2 Good aftenoon

& Test1 Name: Main door bell

» @ Rolesand Users .
Association status with physical device: Not associated

* O Devices
Type Outdoor Station hd
[ smart phone 1

Main door bell

» & Groups

SIP number for registration to cloud SIP Server 102

SIP port (used for both communication with local and cloud SIP servers) 40060
Username for registration to the SIP cloud server 102_5013_a9fbb2%a
Password for registering with the SIP cloud server cNJF1roB

IP address for SIP direct communication*

SIP number for SIP direct communication® 103
Buttons associated with the device w
lcon Description Type
Q  Gae DTMR2*
B O
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HTTP push-button:

This type of push-button is essential if a web relay is to be installed in the system to open a
door/gate that cannot be directly connected to the 2N outdoor position.

The Smart Gateway app can send the http command to the web relay without activating any
additional module in the outdoor position

iz
i-.

In et _%
-

The first thing to be done is configure the part relating to the web relay you have, using the relative
configurator.

If the relay IP you have is still in its default configuration, open a navigation program and enter the
following IP address in the navigation bar: http://192.168.1.2. The laptop used must be connected
to the same network that the relay IP is connected to (the laptop must have an IP address of
this type: 192.168.1.x.

IP ADDRESS: | 192.168.1.2
USERNAME: /
PASSWORD: webrelay

Depending on the type of intercom being installed, one of these two pages will appear on the screen:

WebRelay x |

€« CnH 192.168.1.2 O = | e cCfn 192.168.1.2 %

Input Description Input OFF

Relay Description Relay OFF

Relay 1 Description Relay OFF

Relay 2 Description Relay OFF

Relay 3 Description Relay OFF

Relay 4 Description Relay OFF

To access the relay IP configuration menu, enter the following address in the navigation bar:
http://192.168.1.2/setup.html. Once this menu has opened, the parameters can be configured to suit
your needs. If the IP address of your 2N outdoor position is different from this type of address
(192.168.1.x), you can alter the IP address of the relay IP so that it falls in the same line of the 2N
intercom.
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http://192.168.1.2/
http://192.168.1.2/setup.html

oo

WebRelay

« c#

weBReloy

[} 192.168.1.2/setup.htmi =

=

Relay IP with one output
Click on the “Relay/Input” tab

e

WebReley

€« Ch

weBReloy

[} 192168.1.2/setup ntm =

Setup

Change the value of the: “Relay options” item, selecting: “No local

=

[ WebRelsy

« (<}

weBRelay *
sdtui

[ 192.168.50.79/stup.htm % =

:

v

Bl o ocal relay control -]

{noemots ey conwol ||
: SEON N E.

Password:

s
Keep Alive: | RETRETTIE

relay control”. This option

ensures that the relay is controlled by HTTP commands only.

[} WebRelay x

€ > C6H

weBReloy

[ 19216850.79/setwp.him ) =

Relay Mode:

=] o

10 local relay control -]

oo romate relay conral _____________|-]
3 (. .

VES(Ho TX State) ~

HTTP SWITCH-ON COMMAND:
HTTP SWITCH-OFF COMMAND:
HTTP PULSE RELAY:

RELAY STATUS OPTIONS:

http://192.168.50.79/state.xml?relayState=1
http://192.168.50.79/state.xml?relayState=0
http://192.168.50.79/state.xml?relayState=2

0 = Deactivate the relay
1= Activate the relay
2= Pulse relay

If you want to change the appearance of the relay control page, open the: “Control Page Setup”

window.
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e

Relay IP with four outputs
If you are installing a relay IP with four outputs, use the following addresses:

HTTP WEBRELAY — PULSE RELAY
http://192.168.1.2/state.xml?relaylState=2
http://192.168.1.2/state.xml?relay2State=2
http://192.168.1.2/state.xml?relay3State=2
http://192.168.1.2/state.xml?relay4State=2

RELAY STATUS OPTIONS:
0 = Deactivate the relay
1= Activate the relay
2= Pulse relay

5 =@ &Y

€ &> C f [[119216850220/55tup.html Cvs

BRelay ;
WeBR gp}

Setup

Main Header Text:
Auto Refresh Page: _No »
Duration:

If

Relay Description:

Display Relay Status: O °
Status ON Color: o ° e o

Status ON Text:
.

Status OFF Color: O o . °

Status OFF Text:

ON/OFF Buttons:
Button1 Label

®e o O
Button2 Label
o L]

Pulse Button:
Pulse Button Label
Pulse Duration:

| Submit | Reset |

If you want to change the appearance of the relay control page, open the: “Control Page Setup”
window.
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Once the web relay has been configured, if you want to create an HTTP type push-button you will

have to fill in the relative fields with the values which refer to that web relay

Clicking on * to the right of “Button associated with the device”, the: “Create button” window will open

3% English «

Good afternoon

[} smartphone 1

Main door bell

Icon Description

IP address for SIP direct communication® ﬂ

Name: Main door bell

Association status with physical device: Not associated

Type  Outdoor Station

SIP number for registration to cloud SIP Server 102
SIP port (used for both communication with local and cloud SIP servers) 40060

Username for registration to the SIP cloud server 102_5013_adfbb29a

Password for registering with the SIP cloud server cNJF1roB

SIP number for SIP direct communication* 103

Buttons associated with the device

Type

Groups with which the device is associated

*
N

Add button 1o device

+8

GEWis5 GEWISS 10T CONFIGURATOR Ma

Create Button

Description*

Button lcon*

Button Type*

HTTP method*

HTTP URL*

Authorization

~ Ok

Here, you must indicate:
A description of the push-button

The type of icon to be associated with the push-button (Key / Light)

a
b.
c. The type of push-button: HTTP
d. The HTTP method: GET

e

The HTTP URL: repeat what you entered for the Web Relay configuration
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GET
POST
PUT
DELETE

% Cancel




Create Button

Description®

Button Icon*

Gate 2

light

Button Type*

HTTP method*

HTTP URL*

HTTP

GET

[nnpmaz 168.50.79/state xml?realyState=2

Authorization

X Cancel
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Creating new groups in the system

There are two ways of adding a group:

First method:

1. Go to the “Groups” page
2. Click on @

L e TTs———— g o
AT TN,

e S
bR foebeis et

3.

4.

The “Create Group” window will appear

£ English «

Good m

Create Group

Name*

SIP number* 600

Plant devices
Device
Smart Phone 1

Main door bell

Users of the plant

User
name.surname@email.com
name.surname@email.com

Access level for selected users:

X Cancel

In the “Name*” box, enter the name you want to give to the group you are creating.

Enter a unique numerical value in the “SIP nhumber*” box. The program will show you the first
value available. The minimum value that can be selected is 600. If the numerical value
chosen is already being used, the program will display an error message. The same rules
used when choosing the SIP number for registering with the cloud SIP server also apply here.

The tick boxes refer to the devices and users that can be selected and associated with the
group being created.
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Create Group

Name*  Home

SIP number*  gog

Plant devices
Device
Smart Phone 1
Main daor bell
Users of the plant
VT
name.surname@email.com
name.surname@email.com

Access level for selected users:

X Cancel

Click on “OK”

The newly created group will now appear on the “Groups” page

English +

Good moming

Goodmoming

Group Name:

List of users associated with the Group
User account

name.surname@email.com

List of devices associated with the Group
Device
[ Smart Phone 1

& Main door bell

SIP number associated with the Group:

Group access level

Full

Local SIP server number
101

103

Cloud SIP server number
100
102
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Second method:

1. Go to the “Groups” page
2. Click with the right-hand mouse key on the “Groups” page
3. A window will appear, with the message “+ Add group”. Click on this item

< English v (2)

Group list
Name No. of Devices No. of Users

Home 2 1

1. The “Create Group” window will appear

GEWiS5 GEWISS 10T CONFIGURATOR Mana| ices scEngish v ()

Goodmoming

Create Group

Name*

SIP number*  ggo

Plant devices
Device
Smart Phone 1

Main door bell

Users of the plant

User
name.surname@email.com
name.surname@email.com

Access level for selected users:

x Cancel

2. Inthe “Name*” box, enter the name you want to give to the group you are creating.

Enter a unique numerical value in the “SIP number*” box. The program will show you the first
value available. The minimum value that can be selected is 600. If the numerical value
chosen is already being used, the program will display an error message. The same rules
used when choosing the SIP number for registering with the cloud SIP server also apply here.

The tick boxes refer to the devices and users that can be selected and associated with the
group being created.
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GEWiS5 GEWISS 10T CONFIGURATOR Manage your [oT der

Plant devices
Device
Smart Phone 1
Main door bell
Users of the plant
VT
name.surname@email.com

name.surname@email.com

Create Group

Name*  Home

SIP number*  gog

Access level for selected users:

3. Click on “OK”

X Cancel

4. The program will show the details of the newly created group

GEWiS5 (GEWISS |0T CONFIGURATOR Manags

£ English +

Good momin

Engli:

Good moming

Group Name:

SIP number associated with the Group:

List of users associated with the Group
User account

name.surname@email.com

List of devices associated with the Group
Device
[ Smart Phone 1

& Main door bell

Group access level

Full

Local SIP server number
101

103

Cloud SIP server number
100

102
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Adding a new device to a group
To add a device to an existing group, proceed as follows:

1. Click on the “Groups” item in the left-hand column

GEWiS5 GEWISS 10T CONFIGURATOR Manage your loT devices

[

B<English v (3
@ Good morning
- v
& Test1
Group list +

» @& Roles and Users
+ © Devices Name No. of Devices No. of Users
B croups (\/ Home 2 1

& Home } ': T

2. A tab will open, showing the groups in the selected system. Select the group that you want
to add a new device to

GEWIiS5

GEWISS 10T CONFIGURATOR Mariage your loT devices

MCEnglsh v (9)
; Good moming: v

Group Name:

Home
SIP number associated with the Group: 600

List of users associated with the Group +
User account Group access level

name.surname@email.com Full

List of devices associated with the Group +
Device Local SIP server number Cloud SIP server number

[ smart Phone 1 101 100
B Main door bell 103

102

3.

In the “List of devices associated with the Group” section, click on *
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o < English v (P
- I I T T :

Good momning
Group Name: Home
SIP number associated with the Group 600

List of users associated with the Group +i7)®

User account Group access level

name.surname@email. com Full \’_\

AN
-
List of devices associated with the Group = +) & L]
Add device

Device Local SIP server number Cloud SIP server number

[ smart Phone 1 101 100
B Main door bell 103 102

a o

The: “Plant Devices” window will appear, showing the devices associated with the system
and that can therefore be included in the group. Select the device, then click on “Add”

3% English +

Plant Devices

Device

X Cancel
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Associating the system with a Smart Gateway

A video entryphone system can be associated with one Smart Gateway or more. Note, however,
that a Smart Gateway can only be associated with one video entryphone system:

¢ One Smart Gateway can be associated with one video entryphone system only
¢ One video entryphone system can be associated with N Smart Gateways

Follow the procedure:

1. Connect to the IoT portal (https://iotconfig.gewiss.cloud) and log in
2. On the “Plants” page, select the system that has just been created and then click on ® to
see the system details

GEWiS5 GEWISS 10T CONFIGURATOR Manage your IoT devices 2 English v 1‘_’? -

Good morniny
o F-3 B v

PLANTS @

App quality A A
App quality C A
Demone A

FORLANI-TEST A

JURASSIC PARK Connected

My house anneaer

Test 1 Video door entry system -
(\ﬁ\
A
i)

gewiss cloud/HappyHome20Portal/SetPlantFrom Deviceld. do?miud2 icp34 -

3. The “Details” page will open. Click on the = icon next to “VolP Video Entry Door”. A drop-
down menu with four items will appear:
a. Associate
b. Disassociate
c. Delete Video Entry Door Configuration
d. Rename

Click on “Associate”

[ASU-TU  GEWiSS 10T CONFIGURATOR Manage your [oT devices s<engish v () o

Good afternoon
ot a2 v

CO g‘e Mapdata 2021 Terms of Use
DETAILS
Creation time: 3/2/219:27:07 AM
Latitude:
Longitude:
/'/
I
12} SMART GATEWAY App A
/< !
7=
12 VolP Video Entry Door @ %/ R installer
1 Outdoor station @ Associate
1 Smartphone/Tablet (1 not associated) O Disassaciate
Delete Video Entry Door Configuration

19F RESTART App

18} ThermolCE App



https://iotconfig.gewiss.cloud/
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4. The “Associate” page will open, with a drop-down menu showing the Smart Gateway devices
available. Click on the one you want to associate with the video entryphone system
5. Now click on “Associate”

GEWiS5 GEWISS 0T CONFIGURATOR Manage your IoT devices < English v  (2)

[

& Goodaftemeen

Associate
Smart JURASSIC PARK v
Gateway
\ S\~
INAN
3 \\
¢ \
\
Y

GEWISS GEWISS S.p.A. - For more information: +39 035946111 - sat@gewiss.com

6. The IoT portal will return to the “Details” page. Underneath “VolP Video Entry Door”, the list
of associated devices will now include the Smart Gateway that you have just associated

GEWiS5 GEWISS 10T CONFIGURATOR Manage your 10T devices ¢ English + (_-‘)j -

Good afterncon
w0t a v

DETAILS

Creation time: 3/2/21 9:27:.07 AM
Latitude:

Longitude:

12 SMART GATEWAY App

¢ VolP Video Entry Door @ = R instafler

I 1 associated Smart Gateway (Diplodoco) I

1 Outdoor station

1 Smartphone/Tablet (1 not associated)
13 RESTART App

18 ThermolCE App =

GEWIS5 GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com

NB:

after associating a Smart Gateway with the video entryphone system, the latter will no longer
appear on the page listing the systems of the Smart Gateway app. To view the system, you must
select the Smart Gateway that you associated with the video entryphone system.
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»
»
GEWiS5
Gruppo 1
1P-ONF 137
1P=ONE
IP=ONE XR
P30 PRO
>
»
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Configuring the entryphone on the Smart Gateway app

Once the system has been created in the video entryphone configurator, it will appear in the list of

systems present in the Smart Gateway app K&
Smart Gateway - see note on p.38).

(but only if the system is not associated with any

To associate the device with the video entryphone system, proceed as follows:

1. Open the Smart Gateway app on the mobile device that it has been installed on, and go to
the “Select Home” page
2. Select the Smart Gateway that has been associated with the video entryphone system

GEWiS5
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4. The “Utilities available” page will open. Here you can see the mobile devices associated or

not yet associated, with their relative SIP number. Click on ¥4 to associate the mobile device
required

The “Video Door Entry” page will open, with a list of the groups linked with the system and
the devices associated with each group

1P=ONE 555
IP-ONE XR

F30P30

PANNELLO 104 BIE

6. Click on Settings to check the system settings. In particular, you will see:
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a.
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State: the state must be “Registered” in order for calls to be made. “Registered”

indicates that the device was successfully registered
SIP number

Local state
Local SIP number
TCP tunnel

Accept calls from unknown devices
SIP port




Gruppo 1

1PEONF 137

IP=ONE Sb

IP-ONEXR Local SIP L mbe
50

P30P Preferences

PARNELLO 104 BIS Q “CP Wrine

7. From the “Video Door Entry” page, you can call the individual devices associated with a group
or make calls within the group.

Calling a single device:

Just press &= next to the name of the device you want to call.

Gruppo 1

IP-ONF 132
1P=ONE 553
IP-ONE XR
P30 PRO

PARNELLO 104 BIE
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Group call:

This option is only available if no outdoor position is associated with the system \

Just press next to the name of the group (written in bold). All the devices associated with that
group will receive the call. As soon as the call is answered by one of the devices in the group, its
transmission to all the other devices will be interrupted.

GROUP NOT ASSOCIATED WITH AN OUTDOOR POSITION: NO OUTDOOR POSITION

ASSOCIATED

Name of the group.
Click on this receiver to Gruppo 1
activate the group call

IPHONE 132

IPHONE 555

List of devices associated with
the group

GROUP ASSOCIATED WITH AN OUTDOOR POSITION: GROUP WITH ASSOCIATED

OUTDOOR POSITION

Name of the group.
In this case, there is no Gruppo 1
receiver to the right of
the group name because IPHONE 132
one of the associated
devices is an outdoor

position IPHONE 555

GROUP CALL:
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Configuring an outdoor position

This section explains how to configure an outdoor position and register it on the cloud SIP server.
The last sub-section shows the settings that must be added for the outdoor position to be able to
make a group call.

The procedure described here uses the configuration of a 2N outdoor position as an example; it
might vary if alternative outdoor positions are used. In this case, refer to the technical documentation
supplied by the manufacturer of the outdoor position in question.

Preliminary operations:

The outdoor position must be correctly assembled and powered (from the electricity mains or via
PoE) and connected to the LAN with Internet access (refer to the 2N installation manual).

Configuration:

The configuration can be made via the web interface or using the 2N® Access Commander software
or the My2N setvice.

This manual explains the configuration using the web interface.

Proceed as follows:

1. Connect your laptop to the network that the outdoor position in question is connected to

2. Open a web navigation program (e.g. Chrome, Firefox, Edge, etc.)

3. Obtain the IP address of the outdoor position by pressing and holding the RESET button (in
the outdoor position itself) for about 20 seconds

4. When the green LED lights up, release the RESET button

LED

RESET

The device will dictate its IP address; write it in the address bar of the web navigation program
The browser will connect to the web interface
The interface requests the login procedure. Enter the following data:

No g

Username: admin
Password: 2n

8. At the first access, you will be asked to change the password

9. Go to the “System” B page and open the “Network” tab. Here, you can set:
a. Static IP address
b. Network mask
c. Default Gateway
d. Primary DNS
e. Secondary DNS
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License

Certificates

Auto Provisioning econdary DNS  8.04.4

Syslog
Network Identification ~
Maintenance
ostname | 2NIPBese.-5422080253
Vendor Class Identifier

WLAN Settings ~

VLAN Enabled

LAN Port Settings »

Atfter filling in all the fields as specified, save the changes by clicking on @
Preliminary operations: enabling the physical buttons
In order to add buttons to the outdoor position, they must first be enabled.

1. The configuration can be made via the web interface or using the 2N® Access Commander
software or the My2N service

Go to the “Hardware” E page and open the “Extenders” tab
Under the item “Main Unit Button Count” there is a drop-down menu for choosing whether to
enable one or two physical buttons on the outdoor position

wn

4, Select “Two buttons”, then save @

Q)] Hardware & 0 - Main Unit -

Output 1 Maximum Power

Locate Device.

Configuring a DTMF tone for opening the door

1. Go to the “Switch 1” tab

2. Referring to the “Activation codes” paragraph, enter the value “1” in the first text box

3. This enables a characteristic acoustic signal (a beep) when the gate opening button is
pressed on the indoor position. To do this, a button must be added to the outdoor position
when it is being created (video entryphone configurator side), by adding the DTMF tone [n*]
with n = {1,2,3...}. For a basic configuration, just enter a single code
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@ Hardware £¥

Basic Settings ~

Door Switch Mode | Monostable hd
Audio Switch-On Duration | § [s)
~ Controlled Output | Relay 1 v
Camera
Output Type | Normal v
Butto Time Profile | @ [not usadl] Jom
acklight Test the switen
Digital Inputs
oot TIME PROFILE
I 101 @  [not used] Ml =] I
H @ [not used] - o @

Distinguish on/off cades

Extended Activation »

State Signaling >

Synchronization »

4. “Switch-on duration” defines the time, in seconds, that the gate opening icon remains lit

up on the outdoor position

v Switch Enabled

Basic Settings ~

Switch Mode | ~
Audio Switch-On Duration sl
- Controlled Qutput | Relay 1 ~
Camera
Output Type | Normal v
B Time Profile @  [not used] B
Backlight | Test the switch
Digital Inputs
coe TIME PROFILE
11 @  [nof used] o @
2 ® [not used] .

State Signaling »

Synchror

5. “State signalling” defines the time, in seconds, for the acoustic signal emitted when the gate
opening command is given

Time Profile | @  [not used] o

CoDE TIME PROFILE
Camera 1 1 @ [not used] -
Buttons H @  [not used] o =
Distinguish on/off cades
Extended Activation v
Activation by Call | Disabled -
Activation by Quick Dial Button | [not used] v
Activation by Time Prefile | @  [net used] .
State Signaling ~
I Sound Signaling | Short beep v I
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Atfter filling in all the fields as specified, save the changes by clicking on @
Configuring calls, audio and video
Calls:

1. The configuration can be made via the web interface or using the 2N® Access Commander
software or the My2N service

2. Go to the “Services” page and open the “Phone” folder
3. Select the “Calls” tab. Here, you can set:
a. Max. call time: this sets a time, in seconds, after which a call is automatically interrupted
b. Call answering mode [SIP1]: set “Automatic”
c. Call answering mode [SIP2]: set “Automatic”
d. Local call receiving mode: set “Automatic”

ltems b, c and d are set on “Automatic” so that a call to an outdoor position can be answered.
When the setting is “Automatic”, the outdoor position can automatically answer a call
received. Otherwise, it would be necessary to intervene manually on the outdoor position in
order to enable the communication.

Call Time Limit | 120

Streaming

Onvif
E-Mail

Automation

HTTP API
User Sounds Outgoing Calls ~

Web Server Ring Time Limit | 32
Audio Test

SNMP Advanced Settings >

Atfter filling in all the fields as specified, save the changes by clicking on @
Audio:

1. The configuration can be made via the web interface or using the 2N® Access Commander
software or the My2N service

Go to the “Services” page and open the “Phone” folder

Select the “Audio” tab.

For a basic configuration, apply the settings shown in the picture below.

wnN
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Atfter filling in all the fields as specified, save the changes by clicking on @

Video:
1.

After filling in all the fields as specified, save the changes by clicking on
Registering the outdoor position on alocal server or in a cloud

Streaming

Onvif
E-Mail
Automation
HTTP API
User Sounds
Web Server
Audic Test

SNMP

Streaming
Onvif
E-Mail
Automation
HTTP API
User Sounds
Web Server

Audio Test

SNMP

2
v
16/ 16
2
DTMF Sending ~

sending Mode

In-Band (Audic)
RTP (RFC-2833)

SIP INFO (RFC-2976)

DTMF Receiving ~

In-Band (Audic)
RTP (RFC-2033)

SIP INFQ (RFC-2976)

Transmission Ouality Settinas >

H.264 Video Parameters ~

Video Resolutios

Video Framerate

5 (lowest)

1 (highest)

Do Not Send

3

v
3
v

n | VGA (640x480)

Video Bitrate | 512 kbps

63 Video Parameters ~

Video Resolution | CIF (352x288)
Video Framerate | 15 fps
Video Bitrate | 512 kbps

Advanced SDP Settings »

ERl Locol Cails

C

herus>™

The configuration can be made via the web interface or using the 2N® Access Commander
software or the My2N service

Go to the “Services” page and open the “Phone” folder
Select the “Video” tab.

For a basic configuration, apply the settings shown in the picture below. Use the “Video
resolution” item to adjust the quality of the picture.

This section gives you the parameters that need to be entered when registering the outdoor
position with a local or remote server.

1.

2.
3.
4

The configuration can be made via the web interface or using the 2N® Access Commander
software or the My2N service

Go to the “Services” page and open the “Phone” folder
Select the “SIP 1” tab
Tick the “Registration Enabled” box
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5. Fill in the following fields:

a. Registration Address

b. Registration Port

c. Backup Registration Port
d. Registration Expiry

The “Registration State” item will show you whether the registration with the server was
successfully completed.

Intercom Identity ~
Display Name | PE local
Streaming Phone Number (ID) | 118
Onvif Domain | 101581 127
AT E==a
Automation Authentication ~
HTTP API Use Authentication ID [y

Authentication ID | 118

Password | seressee

SIP Proxy ~
Proxy Address | 10.158.1 127
Proxy Port | 5060
Backup Proxy Address

Backup Proxy Part | 5060

SIP Registrar -
Registration Enabled [
Registrar Address | 101581 127

Registrar Port | 5060

Use Authentication ID |+

Authentication 1D | 118

Password | seeees
Streaming

SIP Proxy v
Onvif

Proxy Address | 10 1581.127

E-Mail Proxy Port | 5060
Automation Backup Proxy Address
HTTP API Backup Proxy Port | 5060

SIP Registrar ~

Registration Enabled [v7"

Registrar Address | 10 158 1.127
Registrar Port | 5060
Backup Registrar Adciress
Backup Registrar Port | 5060
Registration Expiry | 120
Registration State REGISTERED

Failure Reasan -

Advanced Settings »

The following sections explain how to fill in each of these fields correctly.
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Registering the device in a cloud

1.

The configuration can be made via the web interface or using the 2N® Access Commander
software or the My2N service

Go to the “Services” page and open the “Phone” folder
Select the “SIP 2” tab
Fill in the following fields:

a. Display Name: give the outdoor position the required name

I Display Name | PE-115 I
Streaming Phone Number (ID) | 115
) Domain nhsip.gewiss cloud
Onvif
Test Call
E-Mail
Authentication ~

Automation

3
HTTP AP|

145_1257_2d3a6bi2
Iser S as

User Sounds Password | e

Web Server

SIP Proxy ~

Audio Test

Proxy Address | hhsip.gewiss.cloud
SNMP Froxy Port | 40060
Backup Proxy Address

Backup Proxy Port | 40060

SIP Registrar
Registration Enabled [v
Registrar Address | hhsip.gewiss cloud

Registrar Port | 40060
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b. Phone Number (ID): this code must correspond with what has been registered on the video
entryphone configurator. Select the “Devices” folder in the left-hand column. Now select the
outdoor position required. On the right-hand side of the screen, locate the item: “SIP number
for registration to cloud SIP Server” and copy the value shown there

GEWISS

GEWISS 10T CONRGURATOR Manage your loT devices

v

Name: PE-115

Association status with physical device: Not associated

[0 smartphone federico
[ ieaarro
[ iphone Riccardo
[0 Tabiet Lenova Glorgio
[0 Testsmartphane
[ smartphone Giorgio
[ py—
[ rphonese

[
B e
[ tphone Giuseppe

» O Testtest
O3 pinre
[ smartphone Android Riccardo

[ Smortphone Android simutots

[ celulare Giorgio Nuova

[ Galaxy TaB 54

Ppassword for registering wit

1P address for SIP dir]

he SIP cloud server

ct communication*

Type | Qutdoor Station v
[ samsung Galaxy Tab s4
o . | 5/ number for registration to cloud SIP server 115 |
[0 postazioneesterna
= SIP port (used for both communication with local ajd cloud SIP servers) 40080
O 104 Username for registration tofthe SIP cloud server 115_3257_2d3e6bf2

PpYtbgkm

101581 123

SIP number for registratiofl to local SIP server* 215
Buttons associated with the device
icon Description Type
Q Apri porta DTME:1*
& Luce DTME1*
Q Hitp HTTP:GET hitp://10.158.1.201:8080/0pen
Q4 Porta 3* DTME3*

Groups with which the device is associated

Name

Streaming
Onvif

E-Mail

B E0

Automation

HTTP API

erver

Audio

SNMP
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Intercom Identity v

Display Name

I Phone Number (ID)

Domain

ication -
Use Authentication 1D
Authentication 1D

Password

SIP Proxy -
Proxy Address
Praxy Port
Backup Proxy Address

Backup Proxy Port

SIP Registrar
Registration Ensbled
Registrar Address

Registrar Port

hhsip.gewiss cloud

3

115_3257 2

hhsip.gewiss cloud

40060

40060

3

hhsip.gewiss.cloud

40060
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c. Domain: this code must correspond with what has been registered on the video entryphone
configurator. Go to the video entryphone system configuration page on the video entryphone
configurator. Select the folder with the name you gave to the video entryphone system (the
first folder in the left-hand column). On the right-hand side of the screen, locate the item:
“Cloud SIP Server Address” and copy the address shown there

[FEVEEIN  GEWISS 10T CONFIGURATOR Manage your loT devices e —

g comreres

Plant Name: AlexCitofono

Lastsave 04/03/2021 alle 03:31:36

I Cloud SIP Server Address hhsip.gewiss.cloud I

SIP port of the SIP cloud senfer - 40060
Is there a local SIP server in the plarf? O

Local SIP Server IP Addresg*
SIP port of the local SIP server

Authentication for registering the local SIP server to the cloud servgr

Password for registering the local SIP server to the cloud servgr

eo || Local Calls

Intercomn |dentity ~
Display Name | PE-115 v
Streaming Phone Number (ID) 115
Onvif hhsip gewiss cloud
Test Call
E-Mail
Automation Authentication ~
HTTP AP Use Authentication 1D [v"

Authentication ID | 115_3257_2d3e6bf2
User Sounds
Password | s

Web Server

SIP Proxy ~
Audio Test !
. Proxy Address | hhsip gewiss eloud
SNMP
Proxy Port | 40080
Backup Proxy Address
Backup Prony Port | 40060
SIP Regi

Registration Enabled [v
Registrar Address | hnsip gewiss cloud

Registrar Port | 40060
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d. Authentication and Password ID: this code must correspond with what has been registered
on the video entryphone configurator. Go to the video entryphone system configuration page.
Select the “Devices” folder in the left-hand column. Now select the outdoor position required.
On the right-hand side of the screen, locate the items: “Username for registration to the SIP
cloud server” and “Password for registering with the SIP cloud server”, and copy the relative
values in the modifiable boxes “Authentication ID” and “Password”

Name: PE-115

Association status with physical device: Not associated

Type | Quidoor Station ~
[ samsung Galaxy Tab s4

SIP number for registration to cloud SIP Server 115

[CJ) postazioneesterna: 25

=P SIP port (used for both communication with local and cloud SIP servers) 40080
O 104 I Username for registration to the SIP cloud server 1 15,3257,1\13&5!:%
[0 smertphone federico Ipassword for registering with the SIP cloud server _PpYtbgkm I
[ ieaarro 1P address for SIP directfommunication® 10 158.1 123

[ iphone Riccardo
SIP number for registration tflocal SIP server* 215
[0 Tabiet Lenova Glorgio

[0 Testsmartphane

Buttons associated with the device +
£ Srmartphone Glergio
[ iped Riccardo icon Description Type
[ tphonese Q Apri porta DTME1*
g e Q Hitp HTTP:GET http://10.158.1.201:8080/0pen
Phane G
E one cluseppe Q Porta 3* DTMF:3*
» [0 Testest
O pre +
Groups with which the device is associated
[ Smartphone Andeoid Riccardo
Name

[ Smortphone Android simutots

O catelc2s no associa

ared group)

[ celulare Giorgio Nuova

[ Galaxy TaB 54

Intercom Identity ~

Display Name | PE-115

Streaming Phone Number (i} | 115

Domain | hhsip gevflss cloud

Authentication ~ L
N

Onwif
E-Mail

Automation

Use Authentication 1D [/
HTTP API

Authentication ID | 115_3257_2d3a6bf2

Jser Sounds
User Sound Password | sererese

Proxy address | hhisip gewiss cloud

SNMP

Proxy Port | 40060
Backup Proxy Address

Backup Proxy Part | 40060

SIP Registrar ~
Registration Enabled v
Registrar Address | hhsip.gewiss cloud

Registrar Part | 40060
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e. Proxy port, Backup proxy port, Registration port, Backup registration port: this value
must correspond with what has been registered on the video entryphone configurator. Where
necessary, tick the enabling box of the paragraph containing the item that must be edited in
the 2N configurator. Now go to the video entryphone system configuration page. Select the
folder with the name you gave to the video entryphone system (the first folder in the left-hand
column). On the right-hand side of the screen, locate the item: “SIP port of the SIP cloud
server”. Copy the value shown there in the editable boxes of the 2N configurator

3% English v @7

GEWiS5

Good morning

Plant Name: AlexCitofono
Lastsave 04/03/2021 alle 03:31:36

Cloud SIP Server Address _hhsip.gewiss.cloud

IS\P port of the SIP cloud server 40060 I

Is there a local SIP server in, plantz [

Local SIP Servgfl 1P AdRess™
5IP port of e local SIP seyver

Authentication for registering the local SIP sgffer to the cloud serr

password for registering the localffP server to the cloud server

\

Services [ | I T T

SIP Registiar -

Q)] Services

Registration Enabled

Streaming
Onvif Onvif

E-Mail

®
a
123
X
&
B

Automation

HITP AP

55 cloud
SNMP.

SIP Registrar «
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f. Advanced Settings: for this section, repeat the settings shown in the picture below

Streaming

Onvif
E-Mail
Automation
HTTP API
User Sounds
Web Server
Audio Test

SNMP

Registration Enabled [
Registrar Address | hhsip gewiss cloud
Registrar Port | 40060
Backup Registrar Address
Backup Registrar Port | 40060
Registration Expiry | 120 sl
Registration State REGISTERED

Failure Reason -

Advanced Settings ~
SIP Transport Protocol | UDP v
Lowest Allowed TLS Version | TLS 1.0
Trusted Certificate I
User Certificate | Sell Signed
Local SIP Port | 40060
PRACK Enabled [
REFER Enabled
send Keep Alive Packats (v
IP Address Filter Enabled

Receive encrypted calls only (SRTP)

®

Atfter filling in all the fields as specified, save the changes by clicking on =.

Configuring an outdoor position so it can make a group call

For an outdoor position to be able to make a group call, at least one group must be configured on

the video entryphone configurator.

Proceed as follows:

1. Connectto the IoT portal (https://iotconfig.gewiss.cloud) and log in

2. On the “Plants” page, click on @ on the right-hand side of the screen, next to the line of the
video entryphone system you are configuring

GEWiS5 GEWISS 10T CONFIGURATOR Manage your |oT devi

[

PLANTS @

App quality A
App quality C
Demone
FORLANI-TEST
JURASSIC PARK

My house

Test 1

page 56

3English v (@

Goodmomning

Alast 1
Alast el
Alast

Alast

Connected

Connected

video door entry system \


https://iotconfig.gewiss.cloud/

3 English

GEWiS5 GEWISS IOT CONFIGURATOR Manage your loT devices
@ Goodaftemoon .,
-

ar

DETAILS
Creation time: 3/2/21 9:27:07 AM
Latitude:

Longitude:

12 SMART GATEWAY App

R installer

1™ VolP Video Entry Door @ =
1 associated Smart Gateway (Diplodoco)

1 Outdoor station

1 Smartphone/Tablet (1 not associated)

17t RESTART App

{2 ThermolCE App =

GEWIES  GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com

3. Click on @ next to “VolIP Video Entry Door”

3% English « (_'i‘)

GEWiS5 GEWISS |OT CONFIGURATOR Manage your loT devices
@ Goodaftencon .,
-

[

DETAILS
Creation time: 3/2/21 9:27:07 AM
Latitude:

Longitude:

1Y SMART GATEWAY App

R installer

12 VolP Video Entry Door =

1 associated Smart Gateway (Diplodoco) ,\\\\
\
1 Qutdoor station Q |

1 Smartphone/Tablet (1 not associated)

13} RESTART App

12} ThermolCE App =

GEWIES  GEWISS S.p.A. - For more information: +39 035 946111 - sat@gewiss.com

4. When the warning message appears, click on “Confirm”
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WARNING: by modifying the configuration, the
correct operation of the autemations could be
compromised. Continue?

5. A page showing the system configuration details will appear on the screen

GEWIS5 GEWISS 10T CONFIGURATOR Manage your 0T devices 3% English (?)

Goodmoming

Plant Name: Test1
Lastsave -
Cloud SIP Server Address hhsip.gewiss.cloud
SIP port of the SIP cloud server 40060
Is there a local SIP server in the plant?

Local SIP Server IP Address*
SIP port of the local SIP server

Authentication for registering the local SIP server to the cloud server

Password for registering the local SIP server to the cloud server

6. Go tothe “Groups” page

GEWIS5 'GEWISS |OT CONFIGURATOR Maniage your [T devices < English +

Good moming

o1 w
# Test1 Group Name: Home:
» & Rolesand Users
SIP number associated with the Group: 600
» O Devices
List of users associated with the Group +
User account Group access level
name.surname@email.com Full

List of devices associated with the Group +
Device Local SIP server number Cloud SIP server number

[] smartPhone 1 101 100

B Main door bell 103 102
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7. Select the page dedicated to the group that you want to make the group call to

GEWiS5

& Test1
» @ Roles and Users
» O Devices

~ % Groups

8. Take the numerical value shown

GEWiS5

# Test1
» & Roles and Users

» O Devices

GEWISS |OT CONFIGURATOR Manage your IoT devices

Group Name:

SIP number associated with the Group:

List of users associated with the Group
User account

name surname@email.com

List of devices associated with the Group
Device
[] smart Phone 1

& Main door bell

Group access level

Full

Local SIP server number
101

103

Cloud SIP server number
100

102

rus>
Sherus>

2 English + (:'E.

@ Goodmoming

GEWISS |OT CONFIGURATOR Manage your IoT devices

Group Name:

Ism number assaciated with the Group:

List of users associated with the Group
User account

name.surname@email.com

List of devices associated with the Group
Device
[ smartPhone 1

& Main door bell

Group access level

Full

Local SIP server number
101

103

Cloud SIP server number
100

102

in the: “SIP number associated with the Group” box

m<Engish v ()

a Goodmoming

9. Open the specific configurator of the outdoor position you are configuring (in this case we'll
use the 2N configurator as an example)
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Streaming
Onvif
E-Mail
Automation

HTTP AP

Web Server

Audio Test

SNMP

10. Open the “Directory” EE! page and then the “Users” tab, and add a new user by clicking on

]

Intercom Identity v
Display Name | PE-115
Phone Number (ID} | 115

Domain_ hirsip gewiss cloud

Authentication ~
Use Authentication 1D [/
Authentication 1D | 115_3257_2d3e6bf2

Passwar, d | aenerne

SIP Proxy ~
Proxy Address | hnsip gewiss cloud
Proxy Port | 40060
Backup Proxy Address

Backup Proxy Port | 40060

SIP Registrar ~
Registration Enabled [/
Registrar Address | hhsip gewiss cloud

Registrar Port | 40060

THIS PUSH-BUTTON CAN BE USED
TO MAKE A CALL BY SIMPLY
ENTERING THE RECIPIENT'S SIP
NUMBER, WITHOUT NEEDING TO
ENTER THE RECIPIENT IN THE
PHONE BOOK; THE ONLY REQUISITE
IS THAT THE OUTDOOR POSITION IS
REGISTERED WITH THE SERVER
(LOCAL OR CLOUD)

DE|EE T |ER AU

Search

E-
- Accesses
Mail

11. For the telephone number, enter the SIP value you have just copied

page 60

(@) Directory i JRE=

Time Profiles

Holidays

ck 16 List

Number 1

M| DE|FR [T ES | RU Log out

User Basic Information ~

Name | Appartamento 1

£-Mail

I Phene Number |G00/2 I

—
Time Profile | oo

2N® IP Eye Address

Group <all to next number

Phene Number ||

Time Profile | ©

INT 1P Eye Address | ©

Group call to next number

Phene Number
Time Profile @  [not used] s o®
2N 1P Eye Address

Group call ta deputy
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12. After creating the new user, add a push-button to link it with the new user account created in
the previous step (in this case, go to the “Hardware” page and then the “Buttons” tab and

add a new push-button by pressing |ﬂ Tick the item corresponding with the user account
already created)

|
le|

,/ = P
Pt

13. Save the modification. The outdoor position will now call the group that it is associated with

Of course, even after completing the configuration it will still be possible to make the call directly
from the outdoor position.
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Receiving calls from unknown devices

You can permit incoming calls from unknown devices. If this function is enabled, devices not listed
in the system phone book can communicate with the system itself.

To activate this function, proceed as follows:

1. Open the Smart Gateway app on your mobile device EZ
2. Select the Smart Gateway that the entryphone system is associated with

ideo docr entry

4. The “Video Door Entry” page will open. Click on “Settings”
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Gruppo 1

1P-ONF 132

1P-ONE S

1P-ONE XR

P30 PRO

PARNELLO 104 BIE

5. Onthe “Settings” page, there is a toggle switch button in line with “Accept calls from unknown
devices”; shift it to the right

Local state

Local 3IP nunbe:

v
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List of devices that can be integrated

The following table shows which 2N devices are compatible with the Smart Gateway application:

MODEL

FW VERSION (THIRD

SMART GATEWAY

SMART GATEWAY

PARTIES) FW/SW VERSION APP VERSION
IP Base - - 2.3.10
g IP Solo - - 2.3.10
IP Verso - - 2.3.10
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J

Punto di contatto indicato in adempimento ai fini delle direttive e regolamenti UE applicabili:
Contact details according to the relevant European Directives and Regulations:
GEWISS S.p.A. Via A.Volta, 1 IT-24069 Cenate Sotto (BG) Italy tel: +39 035946 111 E-mail: qualitymarks@gewiss.com

+39 035 946 111 R i
9 sat@gewiss.com
830- 12.30/14.00-18.00 S/ +39035 946260 WWW.gewiss.com

lunedi + venerdi - monday + friday N~

code 7.01.9.918.7

LAST REVISION 03/2021
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